**Break-out – Risikoidentifikationsøvelse**

I grupper, diskuter ud fra følgende trusler og identificere samt analysere de potentielle restrisici, der er forbundet med jeres scenarie. Dette omfatter at vurdere konsekvenser og sandsynlighed for hvert identificeret risikoscenarie.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Cyberangreb på en virksomheds IT-infrastruktur: | Høj |  |  |  |
| *Risiko:* | Mellem |  |  |  |
| *Kompenserende tiltag:* | Lav |  |  |  |
| *Risikostyringsstrategi:* | K  S | Lav | Mellem | Høj |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Naturkatastrofe (f.eks. oversvømmelse eller jordskælv) på en virksomheds lokation: | Høj |  |  |  |
| *Risiko:* | Mellem |  |  |  |
| *Kompenserende tiltag:* | Lav |  |  |  |
| *Risikostyringsstrategi:* | K  S | Lav | Mellem | Høj |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Menneskelig fejl (f.eks. uagtsomhed eller misbrug af adgangsrettigheder): | Høj |  |  |  |
| *Risiko:* | Mellem |  |  |  |
| *Kompenserende tiltag:* | Lav |  |  |  |
| *Risikostyringsstrategi:* | K  S | Lav | Mellem | Høj |

[<https://virksomhedsguiden.dk/content/ydelser/it-risikovurderingsvaerktoej/fce38da7-025d-4326-98fe-c198f3ad8316/>](https://virksomhedsguiden.dk/content/ydelser/it-risikovurderingsvaerktoej/fce38da7-025d-4326-98fe-c198f3ad8316/)